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Pray for 
KARNATAKA

















Which is the third 
largest economy



?

1. USA

2. CHINA

3. ??????





We have already spoken for 9 minutes 
and the damages globally for now is 

ONLY 

100 Million Dollars



INTERNET
2021

5.20 
Billion 

users on 
InternetInternet 

penetration 
estimated 

around 66%

1 .5 Billion  
unique URLs 

accessible 
on Internet

21% of 
global 

trade via 
Internet

1.4 + 
Billion 

Internet 
Auctions/ 

year

3.5 billion 
Google 

searches 
per day

320 billion
e-mails sent 
/Received 

daily (2021) 
& 5 billion 

videos 
viewed daily





























New 
Generation 
Spy Devices



































































Hacking is the new 
Normal

Sanjay Sahay



DON’T TRY THIS UNLESS YOU LOVE INDIAN JAILS



Cyber Crime

• Cyber crime is defined as a crime in which a Digital
communication Device is the object of the crime, or
used as a tool / target or used incidental or as a
witness to commit an offence.

• Cybercriminals may use Information technology to
access personal information, business trade secrets
or use the internet for exploitive or malicious
purposes.



Cybercrime

▪ Global in Character - The whole world could be the
crime scene in a cybercrime.

▪ Intangible evidence - The evidence may have been
erased, damaged or secreted/Encrypted. Correct
facts may not come to light.

▪ Silent in Nature - There are no signs of physical
violence or struggle at the scene of crime

▪ Substantial Losses – Cyber Crime losses are huge.
Bank frauds value-wise and volume-wise have
increased substantially. Its impact is severe and it
may be a long term.
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One last pic before I go to sleep!













A. Gender

B. Which passenger number in the ticket

C. Passenger Last name

D. Passenger First name

E. Ticket Type (Online/Physical)

F. PNR

G. Source

H. Destination

I. Flight Carrier

J. Flight Number

K. Passenger Seat Class

L. Seat Number

M. Flight Sequence Number

N. Passenger Clearance Status

O. Passenger Checked IN/Not

P. What document type this is

Q. Where this document was printed ar airport or somewhere 

else

R. Printed

S. Flight Date

T. Document issuing Flight company

U. Document is authorised or not















Room No 632
K.R.Ramamoorthi 

26-11-2008



Google
•Google knows you better than 
you know about yourself!

•Google does not forget

•Google does not delete
•Over 271 Google Products & Services 
You Probably Don’t Know

Google products.docx


Google My Activity 

• https://myactivity.google.com/myactivity

• 1.Activity controls

• 2.Web & App Activity 

• 3.Location History 

• 4.Device Information 

• 5.Voice & Audio Activity 

• 6.YouTube Search History 

• 7.YouTube Watch History 

https://myactivity.google.com/myactivity


Privacy…
• You are not the Customer

You are the Product.

• Smart Phone etc

• Cookies

• GPS

• Maps

• E mail issues

• You are exposed!































Are you safe with your e mail Accounts?

Gmail,yahoo,etc  not safe

No social media platform is safe

.ios/ icloud also not safe!

Use privacy settings pl

Use  your own office/institutions 

e mail accounts…



Which is the safe e mail?

1.CounterMail 

2. Protonmail

3. Hushmail

4. Mailfence

5. Tutanota

Email encryption

Institutions e mails





















How Pegasus works?

• end-to-end encryption became commonplace as messaging moved 
onto encrypted email and apps like WhatsApp and Signal.

• Governments unable to listen in — and desperate for a solution.

• To meet that need, Pegasus was born.





NSO
• The NSO Group is a private company based in Israel 

that is a leading maker of spyware. 

• Its signature product, Pegasus, is designed to break 
into iPhones and Android devices. 

• Founded in 2010, the company says it has 60 
government customers in 40 countries. 

• The company, which also has offices in Bulgaria and 
Cyprus, reportedly has 750 employees and recorded 
revenue of more than $240 million last year, 

29 July 2021 Recent Trends in Cyber Crime!



Pegasus…

• NSO Group claims that its Pegasus spyware is only used 
to “investigate terrorism and crime” and “leaves no traces 
whatsoever”. 

• This Forensic Methodology Report shows that neither of these 
statements are true.

29 July 2021 Recent Trends in Cyber Crime!

https://www.nsogroup.com/
https://www.documentcloud.org/documents/4599753-NSO-Pegasus.html


29 July 2021 Recent Trends in Cyber Crime!



Solution!





TELEPHONE BOOTH
EARLIER NOW

















HOW MANY WORDS IN ENGLISH 
LANGUAGE?



























Joffrey Bruin

• He cycles

• He is from Netherlands

























FACEBOOK AI ENGINE































The Tale of Two Links

www.amazon.com

www.amazon.com

































1. Require 
passwords for all 

meetings

2. The chairperson 
joins first and 

enables waiting 
room

3. Lock calls after 
everyone joins

4. Do not reuse 
meeting ID

5. Set up alerts 
when meetings are 

forwarded

6. Limit file sharing 
and screen sharing.

7. Prevent 
Recording of 

meeting

8. Use business or 
enterprise license

9. Do not share 
meeting ID and 
password in the 
same message.

10. Update the 
software of the 

video conference















1. ENABLE ROUTER 
SECURITY SETTINGS.

2. USE A STRONG 
ENCRYPTION 

METHOD FOR WI-FI.

3. DISABLE FEATURES 
YOU MAY NOT NEED.

4. KEEP YOUR 
SOFTWARE UP TO 

DATE.

5.  DO THE TWO-
STEP.

























1. Presents a 
card to  

purchase

2. Processes  
authorization 

from merchant 
bank

 

3. Merchant bank submits 
the authorization request 

to credit card network

 

4. Credit card network 
sends the request to the 

card issuer

5. Card 
Issuer

Approves the 
transaction

Declines the 
transaction

 

6. Credit card network forwards 
the card issuer’s authorization 
response to the merchant bank

7. Merchant bank 
forwards the response 

to the merchant

8. Merchant receives the 

authorization response and 

completes the transaction

PLASTIC CARDS PROCESS 

FLOWCHART
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NO Logs !! For the  Suspect Transactions ,  Nor
mal Transactions have logs



S.No Country

1 AUSTRALIA 

2 BELARUS

3 BELIZE

4 BULGARIA

5 CANADA

6 CANADIAN - QUEBE

7 CYPRUS

8 CZECH REPUBLIC

9 UNITED STATES

10 DOMINICAN REPUBLIC

11 ESTONIA

12 FRANCE

13 SPAIN

14 UKRAINE

15 UNITED KINGDOM

17 INDIA

S.No Country

16 GHANA

17 GREECE

18 INDONESIA

19 ISRAEL

20 ITALY 

21 LATVIA

22 LITHUANIA

23 MEXICO

24 PHILIPPINES

25 POLAND

26 RUSSIA

27 TURKEY

28 UNITED ARAB EMIRATES

Countries in which transactions have been executed









WHENEVER YOU 
GET A FRIEND 

REQUEST FROM 
A BEAUTIFUL 
GIRL, DO NOT 
ACCEPT HIM











Which was 

the first programmable, 

electronic, general-
purpose digital computer



The ENIAC was invented by J. 
Presper Eckert and John Mauchly at 
the University of Pennsylvania and 
began construction in 1943 and 
was not completed until 1946. It 
occupied about 1,800 square feet 
and used about 18,000 vacuum 
tubes, weighing almost 50 tons
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